February’s cardholder notice covers group lodging reminders, card program resources, workflow emails, and enrolling in fraud alerts.

Group Lodging Reminder (Spring Travel)
Spring Break 2026 is March 16–20, and many groups will be traveling between now and the end of March. Please keep the following lodging guidelines in mind when using University cards:
· Allowed:
· Single traveler or small employee groups
· Placing a card on file to hold a reservation when no charge is incurred
· Not Allowed:
· Student lodging (excluding GAs traveling in an employee capacity, meeting the items above)
· Requires Preapproval:
· Large group lodging requiring split payments — these may require a contract and direct billing; email Concur@tcu.edu with details.

Card Program Website & Resources
Following January’s reminder on MCCs and card restrictions, cardholders are encouraged to visit the Card Program website, which is updated regularly and includes:
· Step-by-step guides for submitting card requests in Concur
· FAQs for University cards, the AirCard, and Purchasing vs. Travel card usage
· Cardholder training (available anytime as a refresher)
Please note: the card agreement link within the training module is currently broken and is being updated. The agreement link on the main website is current and functional. Feedback is always welcome.
For non-card Concur questions (expense reports, reimbursements), please contact concur@tcu.edu.

Concur Email Notifications (Workflow Updates)
Email notifications for card request workflow updates are now enabled. Previously, users only received final approval emails; these updates should help clarify where requests are in the process. You can also track progress directly in Concur by viewing the request tile or timeline. If email volume becomes an issue, we will reassess options.
As a reminder, most card requests route through: HR Manager → COA (if different) → Card Administrator (me)
Providing sufficient details (items being purchased, dollar amount, vendor, MCC, dates for travel if applicable) helps ensure faster processing.

Enroll in Fraud Alerts
Fraud alerts with JPMorgan are tied to your card number. If you receive a replacement card with all-new numbers, you must re-enroll in fraud alerts. Enrollment is available via https://ccportal.jpmorgan.com/ccportal/login. The last page has you verify your email and/or phone number to enroll.
